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Public value should be at the heart of a 
modern business school’s research activity. 



The last few years have seen a number of 
gloomy publications predicting that robotics 
and artificial intelligence (AI) will destroy 
vast numbers of jobs, with dire economic 
and social consequences. These warnings 
have been heard before – most recently 
in the 1990s when microcomputers were 
accompanied by prophesies of a ‘jobless 
future’. However, although some jobs  
were lost at the time, many more new  
ones were created. 

Much of the research in this field either 
involves abstract assessment of technological 
capabilities and the potential to replace humans, 
or focuses on engineering or computing 
challenges and possibilities. There is very little 
research that examines the societal context and 
how these technologies are actually impacting 
on jobs. Investment can be costly and risky for 
employers, with no guarantee technology will 
be taken up. There are decisions over when 
and where to invest, and whether jobs will be 
replaced or changed. The same applies to 
how jobs are ‘redesigned’ around technology 
and its impact on skills. Comparing countries 
offers the opportunity to examine the societal 
context and address the role of institutions, 
interests and power. The power of social actors, 
such as employers and trade unions, and the 
roles they play are different across developed 
countries. These may have an important 
bearing on the development of robotics and 
AI, take-up and work outcomes. Our research 
focuses on Norway and the UK. We have 
undertaken ‘scoping’ interviews with robotics/AI 
scientists, developers and funders, along with 
representatives from employer associations and 
trade unions, and examined their views on the 
pace of technological change and the impact 
of robotics/AI on jobs. The second phase of the 
research, funded by the British Academy and 
Leverhulme, examined the use of autonomous-
guided vehicles in hospital logistics and the 

implementation of robotics in the food and 
drink processing sector. Here, we provide a 
brief overview of our findings from the scoping 
project, along with some examples from five 
food and drink processing companies, three in 
Norway and two in the UK.

Tech capabilities and the  
jobless future? 
 
Talking with robot researchers and developers 
can be rather sobering in terms of what these 
technologies cannot do, and the timescale over 
which current limitations might be overcome. 
Computers can now outperform humans at 
certain rule-bound problems and the rapid 
processing of information; they can beat a world 
chess champion or master the game ‘Go’.  
But when it comes to replicating human 
behaviour, using contextual knowledge, intuition 
and language capability, AI still has a very long  
way to go. As one Norwegian researcher  
put it, ‘there’s a lot of artificial, and very  
little intelligence.’ Similarly, physical robots 
struggle to match human flexibility and dexterity. 
While a robot can pick up bottles and place 
them in a box, grasping wet fish, of varied size 
and shape, or arranging a piece of lettuce for a 
sandwich, present major challenges. Robotic 
vacuums can clean large empty spaces but a 
hospital ward is a different proposition. Some 
commentators argue these ‘limitations’ will  
soon be overcome. Our interviews with robotic 
developers suggest this is likely to be a gradual 
and lengthy process. In addition, the creation 
of a technological solution does not mean it 
will be developed and manufactured on a scale 
that is cost effective for organisations. As a UK 



It was, however, argued that there is a 
greater incentive for organisations to invest in 
technology in Norway. High labour costs and 
generous unemployment benefits encourage the 
use of automation to boost productivity, as well 
as providing a strong safety net for those who 
lose their jobs. In the UK, there is less incentive 
to invest in robotics/AI, due to significantly lower 
labour costs. Shareholder ‘short-termism’ also 
remains a problem for capital investment, with 
interviewees describing many companies as 
‘risk averse’ or requiring investments to be paid 
back in two or three years. 
 

What is happening to jobs  
in the food and drink  
processing sector? 
 
In the food and drink processing sector, 
automation has been taking place for decades, 
although at an uneven pace. Robots are 
a further step in this direction, being used 
primarily in those areas that have been difficult 
to automate with traditional technology, such 
as palletising and picking/placing, which can 
help replace routine and physically demanding 
tasks. Selecting and installing a robot is 
not straightforward as it requires bespoke 
adaptation to the workplace and training for 
workers. The expectation is of the gradual 
replacement of some workers, with a greater 
potential future impact on labour-intensive 
activities like sandwich making, although these 
are areas where workable solutions still evade 
robot developers.

In Norway, high labour costs are seen to 
provide an important push towards automation 
and the greater use of robotics. In the three 
Norwegian companies in our study, wage costs 
for an operative are between two to three 
times that of UK workers. There is also close 
cooperation between pro-technology unions 
and local management focused on productivity 
enhancement. Some workers have been 
upskilled to operate the new computer systems, 
with workers gaining formal certification, skilled 
worker status and higher pay through the 

industry-level collective agreements. 
In the two UK companies, the driver for 
investment is more varied. One company is 
using robots to increase output and reduce 
bottlenecks caused by manual processes,  
such as feeding machines and packing.  
The use of robots and computer-controlled 
machinery has removed some jobs, but 
employment is still increasing as the company 
is growing. There are changes to the work of 
line operatives and craft engineers, with jobs 
requiring less mechanical and more computing 
skills. Workers are also trained and supported  
to achieve accredited qualifications.

The second UK company studied, cited 
recruitment challenges as a key driver for 
investing in robots. Wages are close to the 
statutory minimum, and a more buoyant local 
labour market has made it difficult to recruit and 
retain staff. This factory uses a highly manual 
process across much of the plant, partly due to 
technological constraints involved in roboticising 
sandwich production. Robots are gradually 
being introduced to displace workers in areas 
like packing, but, in a context of low pay, the 
process is constrained by the relative cost of 
capital investment compared to any potential 
labour savings. Under current plans,  
it is anticipated only a handful of jobs will  
be lost each year.  
 

Sharing Productivity Gains 
Norwegian trade unions are powerful and 
influential policy actors, and have been central 
to shaping and maintaining an institutional 
context which provides high wages and 
relatively generous social protection. This 
‘social pact’ helps support union-management 
cooperation at the workplace around 
productivity-enhancing automation. In the UK, 
relatively cheap flexible labour, along with short-
term shareholder pressures, disincentivises 
capital investment, with damaging implications 
for productivity. Social partnership at the 
workplace has weak institutional support, and 
workers who lose their jobs have less protection 

in terms of unemployment benefits and 
retraining opportunities. In this context,  
any productivity gains are less likely to be  
shared with workers who are also more  



Modern Slavery (MS) is a global problem 
affecting 40 million victims. The UK has 
been at the forefront of initiatives in the 
response to MS, both through legislation 
and policy making that has ensured that 
law enforcement tackles modern slavery 
amongst its priorities. Research examining 
the investigation skills of those law 
enforcement officers involved in modern 
slavery investigation showed there were 
shortfalls in evidence and information 
gathering. We asked police whether the  
skills that they were measuring were indeed 
those that were core to human trafficking 





The four groups of consultants and the project 
team also shared their perspectives and insights 
based on their experience of working with 
SMEs and public sector organisations. To a 
certain extent, integrating different viewpoints 
was achieved through gaining a thorough 
understanding of the complex, multi-layered 



cyber-security health-check. The health-check, 
which lasts, around an hour is run by KITC 
Solutions, a student-led consultancy at the 
University of Kent, and designed to run through 
the basics of the National Cyber Security 
Centre guidance. (Any organisations interested 
can still sign up at  
http://cyberprotect.our.dmu.ac.uk/).

The key objective of the health check is not to 
‘cover everything’ but more to demystify cyber-
security and empower the organisation to take 
control of their own risk. We want organisations 
to have critical knowledge and also know where 
to look to become informed on an ever changing 
threat landscape. The feedback and results of 
the cyber-security health-checks we have run so 
far has been very positive. Whether it be 
organisations that ‘are doing things right’ or the 
sole-trader ‘who hasn’t got a clue’ we can make 
a difference. Based on our research we are now 
producing recommendations for how to perform 
a cyber-security health-check and train the 
people to perform them. The biggest challenge 
we have found in our research is getting 
organisations to sign up to the cyber-security 
health-check. This is despite it being promoted 
by a number of regional police forces. Our 
experiences are consistent with the general 
picture, we get from Cyber Protect Officers and 
others, of organisations simply not taking the 
cyber-threat seriously, until it is too late. We 
have attempted to quantify this problem by 
estimating, based on data from the Cyber 
Breaches Survey, the proportion of small 
organisations that fall into certain types. 

We estimate that around 20% of small 
organisations are following best practice.  
This does not mean such organisations are safe 
but they are doing the ‘right things’.  
And our research suggests those doing the right 
things also have a better awareness of their 
vulnerability. We estimate a further 20- 

30% of organisations are procrastinating.  
These organisations are aware of the threat, 
have an understanding of what to do, but still 
not acting on advice. A further 20% we 
categorise as over-confident because they 
systematically underestimate the threat to the 
organisation. A final 30-40% we categorise as 
devolving responsibility. These are organisations 
that seem to recognise the threat, and 
potentially know what to do, but think it is 
someone else’s problem to fix – maybe law 
enforcement, internet providers, Microsoft, 
banks etc.

Based on our research we are now proposing a 
set of interventions that can target different 
types of organisation. While a cyber-security 
health-check may be appealing to those 
following best practice or procrastinators it is 
not going to reach those who are over-confident 
or devolve responsibility. Ultimately, there seems 
to be a growing recognition that some form of 
regulation or compliance will be needed to 
reach such organisations. It is important, 
however, that this comes hand in hand with a 
positive culture around reporting and 
understanding cyber-crime. The trustee in our 
example made a simple mistake that anyone 
could make. We need to allow an open culture 
in which we recognise the challenge, rather than 
chastise those who make simple mistakes. 

In an ever more digital world it is essential 
that small businesses and charities 
recognise the growing threat of cyber-
attack. Yet most organisations are not 
implementing some of the very basic 
measures recommended by government; 
measures that would dramatically reduce 
the probability of an attack and the damage 
from attack. It is the equivalent of a business 
leaving the office with the windows open 
and keys in the door. So, how can we get 
small organisations to act?

A big part of the problem is that many small 
organisations completely underestimate the 
threat of cyber-attack. ‘We do not use cyber’  
or ‘the criminals would not be interested in 
us’ are common things we hear from small 
businesses and charities. Data from the latest 
UK Cyber Breaches Survey shows, however, 
that 31% of small businesses and 19% of 
small charities suffered a significant cyber-
breach in the last 12 months. At a local level, 
over £600,000 was lost by Leicestershire 
businesses last year to hacking and over 
£800,000 to mandate fraud. These are big 
numbers and the consequences of an attack, 
particularly to a small organisation, can  
be devastating. To illustrate, consider a fictitious, 
but all too plausible, example. The trustee of a 
charity receives an email purporting to come 
from the Charity Commission with updated 
guidance on policy. He clicks to download the 
attachment. Unbeknownst to him that click 
means a criminal now has complete control 
over his computer. The criminal bides his time 
and notices that the charity makes a payment of 
£10,000 every month to a supplier. The criminal 
impersonates the supplier and informs the 
charity’s treasurer that their bank details have 
changed. The treasurer updates the details and 
£10,000 duly goes off to the criminal.

 

Only when the supplier asks to know why 
they have not received this month’s £10,000 
do things begin to unravel and the police get 
called. At this stage the £10,000 is long gone, 
with potentially critical consequences for the 
charity’s finances. But that is only the beginning 
of the problems. The charity now realises that 
financial details of all donors have potentially 
been accessed and so these donors need to be 
contacted and informed. Will they be willing to 
donate in the future? Perhaps most worryingly, 
the charity provides a service to vulnerable 
people and the details of all these people have 
been accessed. The criminals are now actively 
targeting these people by impersonating  
the charity.

In this example, one click of a mouse causes 
complete havoc. That is the frightening reality 
of cyber-crime. The good news is that there 
are simple things an organisation can do to 
counter the threat of cyber-crime. These are 
encapsulated in the guidance from the National 
Cyber Security (including 10 steps to cyber-
security). In this particular example the advice 
to Take Five and challenge the unexpected 
may have stopped the trustee clicking on the 
link or the treasurer changing the bank details. 
And better management of data might have 
stopped the criminals having access to sensitive 
information on donors and recipients. A cyber-
response plan (and potentially cyber-insurance) 
would also help the organisation cope better 
with the attack.

That brings us back to the question of why 
organisations are not heeding the cyber advice 
that is widely available? In our research we are 
exploring that question, while also proposing 
and testing possible interventions. In doing so 
we collaborate with Cyber Protect Officers who 
are on the front-line in dealing with this problem.  
For example, as part of a project funded by the 
Home Office we are testing the benefits of a 

How to improve cyber-security in small organisations 
Edward Cartwright, Department of Economics  
and Marketing
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In economic terms, investment in the 
creative industries is divisive. Behind 
the rhetoric and statistics lie some hard 
truths. Following a decade of consolidation, 
the UK’s creative industries show signs 
of splintering, with precarious working 
conditions, pay, and also a life cycle that 
is slowing in the UK but growing overseas.  
There is no doubt that the frailties of the 
creative economy have been exposed 
through the Covid-19 pandemic. Economic 
consumption of arts and culture is price-
elastic and under furlough has collapsed, 
while creative and digital producer services 
have slowed sharply. In economic terms 
then, the contribution of the creative 
industries to economic growth has been 
brought under the spotlight. Given that the 
creative industries are the cornerstone of the  
UK’s industrial strategy and the life blood of 

many cities and businesses, their  
loss from the economic landscape is 
potentially catastrophic.

There is an argument that investment in culture 
and creativity is a social choice and in economic 
terms, a merit good. With little evidence that 
creative graduates drive innovation, one might 
question the rationale for continued investment 
in a creative sector with limited returns.  
The need for creative skills however appears to 
lie in urban living and what is quickly emerging 
as a refocus on urban policy in the post-covid 
landscape – as a space for economic recovery, 
for trialling new policy approaches, for tackling 
the Climate Emergency, and for considering 
service innovation, quality of life, citizen 
engagement, all of which require creative  
and design skillsets. 

 

There are two key aspects of urban living that 
are ground in the creative economy. First, there 
is compelling evidence that Smart Cities are 
predicated on the creative industries.  
As DMU’s research on Leicester’s Smart Audit 
reveals, Leicester’s creative industries have a 
density and diversity of skills in arts, design, 
media, and immersive technologies that act as 
powerful value chains in smart sectors.  
The creative industries require highly connective 
ecosystems that enable proximity for innovation 
to occur, and these same hubs and platforms, 
together with the motivations of creative workers 
around sharing, connecting, and gifting, provide 
anchors for a smart economy, and a ready-
made network for open innovation. It comes 
as no surprise then, that while some areas of 
the creative industries are contracting, by and 
large, its digital sub-sectors are growing and 
diversifying; creating a new life cycle tied to the 
growth of smart cities.

The second key point, is that cities need the 
creative industries more than ever. Historically, 
urban economic growth has emerged in 
waves, tied to key innovations but also aligned 
to successful leadership in towns and cities. 
Victorian-style chess clubs and faith groups 
for example, provided key social spaces for 
ingenuity and insight, that enabled cities to moot 
ideas, gather resources, and make decisions - in 
short, the type of collective decision making and 
leadership that drives economic growth and 
capitalises on new opportunities. In the absence 
of such spaces, how will the ideas and vision 
needed for cities to overcome covid take effect?

The answer lies largely in creative and design 
skillsets but also new ecosystems built around 
creative spaces. Leicester’s new Urban 
Innovation Lab draws on the skills, ideas, and 
processes found in creative industries, that 
enable sense-making and problem resolution 
in our towns and cities. An innovation lab co-
designs and tests new ideas - it experiments, 

makes, plays, and creates new visions of urban 
space, from which new policy and strategies 
can emerge. 

The Lab’s first set of ideas, which will become 
‘live briefs’ were created from the gifting of 
ideas and voluntary use of artistic and digital 
skills from 50 creative workers who came 
together in the autumn to devise the Urban 
Innovation Lab. The Lab currently works with 
over a hundred creative agencies to implement 
new ideas for Leicester as disruptive projects 

– and involves an array of redundant buildings 
and disused tram stops, sustainable use of 
waterways, new approaches to the high street, 
and tackling of local issues such as knife 
crime and homelessness. At the very heart of 
Leicester’s urban innovation are the ideas and 
skills of creative workers, and the use of creative 
business skills for civic society.

Rachel is a professor in urban economies, and 
author of ‘Value Construction in the Creative 
Economy’, 2020 and ‘’Creative Splintering and 
the Creative Life Cycle’, 2019. Rachel is also 
co-founder of Leicester’s Inno House, based at 
Friars Mill, leads the City’s Innovation Lab with 
the mayor, and is lead for the Citizen Sensor 
and Creative Time Bank in Leicester based in 
FLOKK Lab at DMU. 

Professor Rachel Granger
E: rachel.granger@dmu.ac.uk
http://innohouse.co.uk
https://flokk.online

Creative Business in Urban Society
Rachel Granger

The Creative Life Cycle (Granger, 2019)
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Interdisciplinary research on sexual and 
domestic violence exposed me to the 
glaring omission in criminal law, that 
other disciplines and policy had begun to 
tackle: the use of coercive control in many 
relationships featuring domestic abuse.

Coercive control has since been depicted to 
a broader public audience in various dramas, 
with the Archers show producing early on an 
effective storyline with the characters Rob and 
Helen Titchener. One listener opened a Just 
Giving page and hundreds and thousands 
of pounds was raised for the charity Refuge. 
Coercive control describes the patterns of 
behaviours adopted by a perpetrator of abuse, 
which may be made up of physically violent or 
psychological, criminal or non-criminal conduct, 
or a combination of each. The purpose of the 
behaviour is to undermine the victim’s autonomy 
through the micro-regulation of everyday 
activities. Resistance results in punishment 
for the victim, whether that be a physical act 
of violence or a more subtle, bespoke threat 
of humiliation, degradation. Once the victim’s 
autonomy is undermined, dependency is 
encouraged and the victim is bent to the will  
of the abusing perpetrator.

The damage to a victim can be extensive, 
spanning mental health issues and physical 
manifestations of the trauma caused from 
complaints such as head and back aches or 
digestive difficulties all the way through to 
death caused either directly or indirectly by the 
perpetrator. On average two women a week 
each year are killed by a male partner or ex-
partner, and it is estimated that a further 2 a 
week commit suicide as a direct consequence 
of the coercive control they suffer. This is not 
a problem experienced by a small minority 
of people either, as official national statistics 
indicate that 1 in 4 women in their lifetime will 
suffer domestic abuse and between 2017- 
2019 1 in 7 men reported acts of abuse by  
their partner.

Given the extent of the harm and the prevalence 
of domestic abuse, I was disturbed by the 
limitations of criminal offences to address 
coercive control. In the main, offences would 
only address incidents of abuse, rather than the 
cumulative effect that had on the victim. Where 
incidents could be combined in harassment 
laws, judicial interpretations were generally 
unhelpful and blind to the dynamics of an 
abusive intimate relationship. The creation of an 
offence that would provide legal reform in this 
area, was welcome. When the Serious Crimes 
Bill was introduced, I provided written evidence 
to the Parliamentary Committee about the draft 
offence of coercive and controlling behaviour in 
an intimate or family relationship.  
I was the only academic to do so in respect of 
this provision. Once implemented, I undertook 
a series of public engagement events around 
England, Scotland and Northern Ireland. Interest 
is Scotland for a domestic abuse offence 
increased and I responded to the subsequent 
government consultations that took place. The 
very different looking offence in s. 1 Domestic 
Abuse (Scotland) Act 2019 came into force  
1 April 2019.

Whilst progress had been made with the 
introduction of coercive control-based offences 
in both the English and Welsh and Scottish 
legal jurisdictions, what remains is a space for 
further informing of the law around defences. 
The case of Sally Challen came to my attention. 
The issues around coercive control and the 
criminal law seemed to be engaging with age 
old debates about whether women who kill 
their abusive partners should be murderesses 
or guilty of manslaughter. I thought about the 
role of coercive control in previous cases and 
how this could be reflected in the law either 
by judicial interpretation of existing legislative 
provisions or with specific legal reform by 
Parliament. This was published and preceded 
the Sally Challen’s hearing that took place late 
February 2019.  

The article drew attention from Challen’s legal 
counsel, who contacted me about the legal 
issues of the case.

Challen’s appeal was successful to her as an 
individual. Her conviction was quashed and 
a re-trial ordered. Eventually, the prosecution 
accepted a plea of manslaughter instead for 

reasons of diminished responsibility and she 
was released after serving 9 years imprisonment. 
As a precedent, the place of coercive control 
as a partial defence to murder has not been 
secured, although it can now be included in 
evidence to support the partial defences of loss 
of control and diminished responsibility.

Understanding Coercive Control
Vanessa Bettinson
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What do we want our local councillors to do? 
This is a question that it is not always easy 
to answer. Indeed, government departments, 
local authorities, political parties, national 
associations and think tanks have spilled 
much ink on re-designing the institutions 
of local political leadership. Over the years, 
councillors have been associated with an 
array of leadership functions and styles, from 
stewards, community leaders and advocates 
onto scrutineers and entrepreneurs. But, 
arguably, the ‘voice’ of councillors, and their 
everyday ‘work’ , have been lost in these 
national policy debates. At best, local  
re-organisations have seemingly by-passed 
councillors, being done to them rather 
than with them. In fact, central government 
departments have often reproduced policy 
narratives in which councillors are presented 
as part of the problem rather  
than part of the solution to the future of  
local democracy. 

Countering such embedded views, the Local 
Governance Research Centre (LGRC) has 
sought to put the ‘voice’ of elected members 
at the forefront of debates over the future of 
local government, delivering evidence-based 
critical evaluations of the everyday practices and 
political leadership of councillors. Importantly, it 
has done so during a time in which government 
has relegated the role of councillors down 
its political agenda while embarking on ten 
years of austerity. Then throw into the mix: 
elected mayors, devolution and city deals, and 
reorganisation, not least the introduction of local 
economic partnerships. These changes have, 
somewhat paradoxically, brought into question 
the role of councillors, the necessary skills and 
capabilities to deliver local political leadership, 
and the shifting balance of influence between 
so-called frontbench and backbench  
elected members. 
There is little doubt that councillors increasingly 
navigate a complex local landscape. In a typical 
week, they move, for example, across 

an array of different arenas, participating in 
council meetings and committees, ward walks, 



The International Standards Organization 
(ISO), in concert with national standards 
bodies such as the British Standards 
Institute (UK), is currently designing global 
standards on Human Capital. Ultimately 
they hope the standards will be adopted 
by a majority of organizations worldwide.
Like many potent dialectics, the attempted 
definition, operationalisation and fusion 
of a functionalistic view of human capital 
with the more everyday subjective notions 
of, for instance, well-being and character, 
seemingly juxtapose opposites. Nevertheless, 
simultaneously (and perhaps somewhat 
paradoxically) within this apparent tension 
there is also scope for a potentially 
harmonious blending of these elements. 
Human capital (i.e. the skills and various 
knowledge bases a person brings to an 
organization) constitutes a term which 
aligns labour and human beings within 
the canon of the capitalist market (aligned 
with kindred terms such as financial capital, 
fixed capital, working capital - often termed 
‘hard’ management elements). These sit 
readily within Enlightenment modernistic 
beliefs wherein human actions, projects 
and behaviours can be readily scientifically 
measured and assessed and ultimately 
their value and efficiency supposedly 
quantitatively determined.  

In contrast to ‘hard’ management factors, 
character, values, beliefs and attitudes inevitably 
play a role in shaping cultures and atmospheres 
and are frequently collated within the ‘softer’ 
aspects of management. These aspects 
might be seen as engendering alternative 
capitals beyond a modernistic view of human 
capital such as for example social capital (i.e. 
concerning the social and political networks 
and inter-connections that emerge and operate 
between individuals) and spiritual capital 
(i.e. concerned with faith and belief systems 

– formal and informal - underpinning actions 
and associations). In research conducted in 
three UK companies in various sectors (legal, 
IT, manufacturing) staff were asked about how 
they considered good and bad management 
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