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Encryption policy 
__________________________________________________________________ 
 
 

1. Introduction 
 

1.1. It is the policy of De Montfort University (DMU) that appropriate measures are taken to ensure 
that all confidential, personal or sensitive personal electronic data is stored and transmitted in 
a secure manner relevant to the type of data and the system it is held on. This policy outlines 
the standards which must be adhered to for the storage of such data on systems or devices 
not already on university secure storage and the transmission of data between systems or 
devices. 

 

2. Scope 
 

2.1. This policy applies to all users of DMU information systems who process confidential, personal 
and sensitive personal electronic data outside of the DMU Campus Network. 

2.2. It covers the use of systems or devices such as (but not limited to): 



http://www.dmu.ac.uk/
http://www.dmu.ac.uk/documents/about-dmu-documents/quality-management-and-policy/information-security/policies/informationhandlingpolicyv1.pdf
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